SCR CLASSIFICATION AND PRIORITY DEFINITIONS

April 1, 2009
SCR Classification Definitions
Level 1 SCRs are changes that are processed by the CCB.

· A request for recurring or unique Civilian Personnel (CP) information or services.
· A request for recurring or unique interfaces with organizations external to CP.
· A new system or software application.
· A new, significant enhancement to an existing system or application. 

· A conversion of a field-unique application to an enterprise application.
· A change to the CP HR business process.
· Any request that may warrant CCB-level visibility as determined by the CCC.

Level 2 SCRs are changes that are processed by the CCC.

· A change to commercial-off-the-shelf (COTS) software versions at data centers/Hoffman Headquarters.
· New COTS software or utilities.
· New or additional hardware.
· Hardware or capacity upgrades.
· Changes to system/equipment location when it is being moved from one data center to another.

Level 3 SCRs are changes that are processed by the CISD staff and are tracked by CM.  They do not require CCC approval.  

· Routine product updates/patches.
· Security-related patches.
· Emergency changes required to fix a critical problem.
· Changes to equipment location within the same site.
· Routine in-house application updates/patches.
SCR Priority Definitions
Priority 1 – Emergency.  Immediate corrective action is required.  Addresses an interrupted or serious mission critical capability.

Priority 2 – Time Sensitive.  Addresses significant regulatory, mission, or cost impact.

Priority 3 – Routine.  Addresses a normal request.
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